All members of the Mount Sinai Community are invited to a two-part workshop series on:

Best Practices for Preventing and Responding to Zoom Attacks

Session One: Best Practices for Preventing and Responding to Zoom Attacks

Wednesday, January 11 | Noon to 1 pm

Will focus on immediate actions to optimize the security of your Zoom meetings and webinars.

1. Distinguish between the features of Zoom Meetings and Zoom Webinars
2. Understand how and why to request webinars
3. Identify and utilize security functions as needed in Zoom meetings

Click here to register!

Session Two: Best Practices for Supporting Our Community After a Zoom Attack

Date TBA

Will focus on the strategies and resources to support the well-being of those impacted by a potential Zoom attack.

1. Understand the traumatic effects of a Zoom attack
2. Identify needs of speakers, participants, and community after a Zoom attack
3. Implement plans to minimize the impact of the attack and care for those impacted

Click here to register!
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